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1 Einleitung

Bei SHARP BUSINESS SYSTEMS DEUTSCHLAND GMBH ("wir", "uns", "Sharp") nehmen wir lhre Privatsphére sehr
ernst.

Diese Datenschutzerklarung erklart, wie Sharp personenbezogene Daten sammelt und verwendet und beschreibt
die Rechte, die Sie in Bezug auf Ihre personlichen Daten haben.

Als verantwortungsbewusste Organisation haben wir zahlreiche technische und organisatorische MalRnahmen
umgesetzt, um den umfassendsten Schutz aller von uns verarbeiteten personenbezogenen Daten sicherzustellen,
um die Anforderungen der Datenschutzverordnung ("DSGVOQ") zu erfillen und im Einklang mit allen
landerspezifischen Datenschutzvorschriften.

Sharp verarbeitet personliche Daten fiir verschiedene Zwecke. Wir erheben diese Daten direkt von lhnen, zum
Beispiel wenn Sie uns beauftragen, Dienstleistungen direkt an Sie zu erbringen, oder wir beziehen lhre persénlichen
Daten auch aus o6ffentlich zugénglichen Quellen (z. B. LinkedIn) oder verarbeiten lhre Daten im Rahmen der
Erbringung von Dienstleistungen fur Ihren Arbeitgeber (als unser Kunde).

Diese Datenschutzerkldarung soll alle Aspekte und Szenarien abdecken, wie Sharp personenbezogene Daten
verarbeitet, und wird zusatzlich durch spezifischere Datenschutzhinweise erganzt, die Ihnen zum Zeitpunkt der
Erfassung lhrer personenbezogenen Daten zur Verfligung gestellt werden, sofern dies angebracht ist.

2 Name und Adresse des Datenverantwortlichen
Der Datenverantwortliche im Sinne der DSGVO und anderer anwendbarer Datenschutzgesetze ist:
SHARP BUSINESS SYSTEMS DEUTSCHLAND GMBH, Industriestrasse 180, 50999 Kéln, Deutschland
Telefon: +49 2236323100

E-Mail: datenschutz.SBSD@sharp.eu (flir Anfragen zum Datenschutz)

Website: https://www.sharp.de

Flr diese Webseite gibt es auBerdem einen zweiten Datenverantwortlichen:
Sharp Electronics GmbH, Nagelsweg 33-35, 20097 Hamburg, Deutschland
Telefon: +49-(0)40-2376-0

E-Mail: Dataprotection.seg@sharp.eu

Webseite: https://www.sharp.at/cps/rde/xchg/at/hs.xsl/-/html/energy-solutions.htm

Bitte beachten Sie, dass jede Sharp-Organisation in Europa ein eigenstandiger Datenverantwortlicher ist, und Sie
sollten die Datenschutzrichtlinie auf der Domain des lokalen Landes (z. B. sharp.co.uk, sharp.fr, sharp.de), auf die
Sie zugreifen oder wo Sie wohnen, prifen.

Als Datenverantwortlicher sind wir daflir verantwortlich zu entscheiden, wie wir personenbezogene Daten
schiitzen, verwenden und aufbewahren. Es bedeutet auch, dass wir dafiir verantwortlich sind, auf Anfragen zu
reagieren, die Sie beziglich der Verwendung lhrer personenbezogenen Daten stellen. Wenn Sie Fragen zur
Verarbeitung lhrer personlichen Daten haben, konnen Sie uns unter folgenden Angaben kontaktieren:

E-Mail: datenschutz.SBSD@sharp.eu
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Sie kdnnen jederzeit unseren Datenschutzbeauftragten direkt kontaktieren, wenn Sie alle Fragen und Vorschlage
zum Datenschutz haben.

3 Datenschutzbeauftragter

Artikel 27 der britischen Datenschutzverordnung (UK DSGVO) verlangt von Organisationen, die nicht im Vereinigten
Konigreich ansassig sind, einen Vertreter im Vereinigten Konigreich zu benennen, wenn sie der britischen DSGVO
unterliegen.

Sharp Electronics (Europa) Limited konnen Bearbeitungsaktivititen durchfiihren, auf die die britische DSGVO
Anwendung findet. Aus diesem Grund Sharp Electronics (Europa) Limited einen Vertreter gemaR der britischen
DSGVO ernannt, der in ihrem Namen handelt, falls und wann sie DatenverarbeitungsmaRnahmen durchfihrt, auf
die die britische DSGVO Anwendung findet, gemalR den Artikeln 13 und 14 der britischen DSGVO. Eine solche
Ernennung soll nicht als Anerkennung dienen, dass die britische DSGVO auf irgendeine ihrer
Verarbeitungsaktivitditen anwendbar ist.

Der Datenschutzbeauftragte des Verantwortlichen ist:

Sharp Electronics Europe Ltd., eingetragen und in England und Wales eingetragen, deren eingetragener
Geschaftssitz sich in der 4 Furzeground Way, Stockley Park, Uxbridge, UB11 1EZ befindet sich

E-Mail: DPOEurope.SEE@sharp.eu

4 PersoOnliche Daten

Diese Datenschutzerklarung gilt fur alle personenbezogenen Daten, die von Sharp verarbeitet werden.
"Personenbezogene Daten" bezeichnet jede Information liber eine Person, die direkt oder indirekt identifiziert
werden kann, insbesondere durch Bezug auf eine Identifikatorin wie einen Namen, eine Identifikationsnummer,
Standortdaten oder eine Online-Identifikator. Persénliche Daten beziehen sich auch auf einen oder mehrere
Faktoren, die spezifisch fiir die physische, physiologische, genetische, mentale, wirtschaftliche, kulturelle oder
soziale ldentitat einer Person sind.

Sie umfasst auch sensible personenbezogene Daten (spezielle Kategorien, wie in der DSGVO erwéhnt), darunter:

Rassische oder ethnische Herkunft

Politische Meinungen

Religitse oder philosophische Uberzeugungen
Mitgliedschaft in einer Gewerkschaft

Genetische Daten

Biometrische Daten

Korperliche oder geistige Gesundheit oder Zustand
Sexualleben oder sexuelle Orientierung

O O O O O O O ©

Sensible personenbezogene Daten umfassen auch personenbezogene Daten im Zusammenhang mit
strafrechtlichen Verurteilungen und Straftaten.

5 Welche Daten werden verarbeitet

Wir sammeln personliche Daten, wenn Sie ein Konto bei uns einrichten, Produkte oder Dienstleistungen bei uns
kaufen, Formulare ausfiillen, die wir Thnen zur Verfiigung stellen, eine Meldung oder Benachrichtigung tiber unsere
Produkte oder Dienstleistungen erstellen, uns telefonisch, per E-Mail kontaktieren oder auf andere Weise direkt mit
uns kommunizieren. Wo angebracht, kénnen wir lhre personlichen Daten nutzen, um einige unserer
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Routineaufgaben zu automatisieren und mit Hilfe von Kl Einblicke zu gewinnen. Der Einsatz von Kl-Tools
ermoglicht es uns, uns auf wertvollere Aktivitaten zu konzentrieren und erhéht unsere operative Effizienz.

Im Folgenden definieren wir Arten von personenbezogenen Daten, die von uns verarbeitet werden, abhangig von
den Umstdnden, unter denen personenbezogene Daten erhoben werden. Wir sammeln die folgenden Arten von
personlichen Daten von lhnen:

5.1. Besucher unserer Website

Die personlichen Daten, die wir iber Sie sammeln, wenn Sie unsere Seite besuchen, lassen sich in zwei Kategorien
einteilen.

1) Informationen direkt von Ihnen bereitgestellt

Wir sammeln personliche Daten, die Sie freiwillig iber unsere Website bereitstellen, zum Beispiel beim Ausfillen
von Online-Formularen, um uns zu kontaktieren, beim Abonnieren eines Newsletters, bei der Nutzung eines unserer
Online-Formulare, beim Erhalt von Marketinginformationen von uns, bei der Teilnahme an Umfragen oder bei der
Registrierung fir von uns organisierte Veranstaltungen. Die Informationen, die wir {iber Sie sammeln, umfassen
Folgendes:

e Name

e Jobtitel, Jobstufe oder Funktion, Rolle

e Unternehmen oder Organisation

e Unternehmensdaten

e Kontaktinformationen, einschlieRlich Haupt-E-Mail, E-Mail-Adresse und Telefonnummern
e Demografische Informationen wie Branche, Land, Postleitzahl, Praferenzen und Interessen
e Weitere Informationen, die fir Kundenbefragungen oder dhnliche Forschung relevant sind
¢ Informationen, die relevant sind, um unsere Dienstleistungen fir Sie zu erbringen

e Alle weiteren personlichen Daten, die Sie uns freiwillig zur Verfligung stellen mochten,

Wir erheben keine absichtlich sensiblen Kategoriedaten, es sei denn, Sie geben uns solche Daten. Obwohl es auf der
Seite freie Textfelder geben kann, in denen Sie Informationen eingeben kénnen, beabsichtigen wir nicht, sensible
Informationen zu verarbeiten, weshalb Sie darauf verzichten sollten, solche Daten bereitzustellen. Wenn Sie sich
entscheiden, auf diese Weise sensible personenbezogene Informationen bereitzustellen, bestétigen Sie lhre
Zustimmung zur Sammlung und Verarbeitung dieser sensiblen Informationen.

2) Automatisch gesammelte Informationen

Wenn Sie unsere Seite besuchen, erfassen wir bestimmte personenbezogene Daten automatisch von Ihrem Gerit,
wie z. B. lhre IP-Adresse, Geratetyp, eindeutige Gerateidentifikationsnummer, Browsertyp, geografischer Standort
(z. B. Standort auf Landes- oder Stadtebene) und weitere technische Informationen. Wir kdnnen auch Informationen
dartber sammeln, wie Sie und Ihr Gerat mit den Inhalten auf unserer Seite interagiert haben, z. B. angeklickte Links
oder abgerufene Informationen. Wir sammeln diese Informationen, um ein besseres Verstandnis der Besucher
unserer Seite, ihrer Herkunft und der fiir sie interessanten Inhalte zu gewinnen. Diese Informationen kénnen auch
far Analyse- und Qualitatszwecke genutzt werden. Weitere Informationen dariiber, wie Sharp automatisch
gesammelte Daten verwendet, einschliellich Cookies und &hnlicher Tracking-Technologie, finden sich in unserer
Cookie-Richtlinie https://www.sharp.de/cookies

Unsere Seite verwendet auBerdem verschiedene Social-Media-Plugins, bitte siehe Abschnitt 4.6 fiir weitere
Informationen zu deren Nutzung.

5.2 Kunden
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Wenn Sie uns mit der Erbringung von Dienstleistungen beauftragen, sammeln und verwenden wir
personenbezogene Daten fir gliltige geschéaftliche Zwecke im Rahmen der Erbringung von Dienstleistungen fir Sie.
Im Rahmen eines solchen Services kann Sharp auch personenbezogene Daten von Personen verarbeiten, die nicht
direkt unsere Kunden sind (zum Beispiel Mitarbeiter, Kunden oder Lieferanten unserer Kunden).

Der Grofteil der personenbezogenen Daten, die wir sammeln und zur Erbringung unserer Dienstleistungen
verwenden, wird freiwillig von unseren Kunden bereitgestellt. Wenn solche Daten Personen betreffen, die keine
direkten Kunden von Sharp sind, erhalten wir von unserem Kunden eine Bestatigung, dass er die Befugnis hat, die
Daten zur rechtlichen Weiterverarbeitung an uns weiterzugeben.

Wir verarbeiten die folgenden Arten von personenbezogenen Daten:

e Grundlegende Informationen wie Thr Name, das Unternehmen, fiir das Sie arbeiten, lhre Position
und lhre Beziehung zu einer Person

e Kontaktinformationen wie Ihre Postadresse, E-Mail-Adresse und Telefonnummern

e Finanzielle Informationen, einschlieRlich aller Informationen zur Erleichterung von Zahlungen
zwischen den Parteien

e Alle anderen personenbezogenen Daten zu lhnen oder anderen Dritten, die Sie uns zum Zweck der
Inanspruchnahme unserer Dienstleistungen bereitstellen

5.3 Kontakte in unseren CRM-Systemen

Wir verarbeiten personenbezogene Daten unserer Geschaftskontakte (z. B. bestehende, ehemalige oder potenzielle
Kunden, einschlieBlich von ihnen angestellter Personen und anderer Geschaftskontakte) in unseren Customer
Relationship Management (CRM)-Systemen.

Unsere CRM-Systeme unterstiitzen das Unternehmen und erleichtern unsere Marketingoperationen. Sharp nutzt
die auf solchen Systemen erfassten Informationen, um Kontaktinformationen zu Sharp-Produkten,
Marketingmaterialien, Umfragen und Einladungen zu Veranstaltungen sowie fir allgemeine
Kundenbeziehungsverwaltung zu teilen.

Wir verarbeiten die folgenden Kategorien personenbezogener Daten in unseren CRM-Systemen:

e Name, Berufsbezeichnung, Adresse, E-Mail-Adresse, Telefonnummern und Faxnummern

e Name des Arbeitgebers oder der Organisation, mit der die Person verbunden ist

e Marketingpraferenzen

e Antworten auf Einladungen und Bestatigungen der Veranstaltungsteilnehmer

e Alle weiteren Informationen, die im Rahmen unserer Geschéftsbeziehung freiwillig bereitgestellt
wurden

Wir sammeln keine absichtlich sensiblen Kategoriedaten, es sei denn, Sie geben uns solche Daten (zum Beispiel
spezielle Erndhrungsbediirfnisse, die Ihre religiose Zugehorigkeit oder etwaige Lebensmittelallergien offenlegen),
wenn Sie an einer unserer Veranstaltungen teilnehmen. Die Sammlung solcher Daten unterliegt spezifischen
Datenschutzbestimmungen, die fiir die von lhnen besuchte Veranstaltung relevant sind.

5.4 Teilnehmer an Sharp-Veranstaltungen

Wir verarbeiten persénliche Daten von Teilnehmern an von Sharp organisierten Veranstaltungen, einschlieRlich
Meetings, Konferenzen, Lernsitzungen und Webinaren. Wir kénnen verschiedene Anwendungen und Online-
Plattformen nutzen, um die Registrierungsprozesse fiir Veranstaltungen zu verwalten. Bitte beachten Sie deren
eigene Datenschutzhinweise und lesen Sie sie sorgfaltig, wenn Sie lhre persénlichen Daten fir die Teilnahme an
einer Veranstaltung angeben.
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Wir verarbeiten die folgenden Kategorien personenbezogener Daten (soweit sie ein bestimmtes Ereignis betreffen):

e Name, Alter oder Geburtsdatum

e Kundeninformationen (Privat-, Bliro- und Geschéftsinformationen)
o Kredit- oder Debitkartennummer

e Kundeninformationen (Privat-, Bliro- und Geschéftsinformationen)
e E-Mail-Adresse

e  Geschlecht

e Zuhause oder andere physische Adresse

e Arbeitgebernamen

e Rolle (Berufsbezeichnung)

e Passnummer

o Telefon- oder Faxnummern

Wo noétig, kénnen wir sensible Kategoriedaten sammeln (zum Beispiel spezielle Erndhrungsanforderungen, die lhre
religiose Zugehorigkeit, Nahrungsmittelallergien oder andere gesundheitliche Daten offenbaren konnen), um die
Teilnehmer zu unterstiitzen und deren Teilnahme an von Sharp organisierten Veranstaltungen zu erleichtern.

Sharp kann Fotos sowie Audio- oder Videoaufnahmen in 6ffentlichen Bereichen der Sharp-Veranstaltungen
machen. Nach der Veranstaltung konnen Aufnahmen vor ihrer Veroffentlichung oder Verbreitung zu
Marketingzwecken weiter bearbeitet werden.

5.5 Personen, die unsere Plattformen und Anwendungen nutzen

Wir bieten externen Nutzern, einschlieflich unserer Kunden und deren Endnutzer, Zugang zu verschiedenen von
uns verwalteten Anwendungen, wie unserem Partnerportal-Service oder unserem Online-Schulungsdienst
(Academy). Alle Gber diese Anwendungen erhobenen personenbezogenen Daten (z. B. Name, E-Mail-Adresse,
Daten und Zeitpunkt der Registrierung) werden erfasst, um den Personen diesen Service bereitzustellen, ihre
Identitat zu Uberprifen und ihnen eine sichere Anmeldung in einer geschitzten Webumgebung zu ermaglichen. Es
ermoglicht Sharp auRerdem, Zugang zu gewdhren oder den Zugang wegen Missbrauchs des Dienstes zu verweigern.
Alle Drittanbieter-Anwendungen, die von Sharp bereitgestellt werden, unterliegen eigenen Datenschutzhinweisen;
bitte machen Sie sich mit deren Inhalten vertraut und lesen Sie sie sorgfaltig, wenn Sie unsere Plattformen und
Anwendungen nutzen.

5.6 Personen, die unsere Social-Media-Seiten besuchen und mit unseren Social-Media-Tools interagieren

Soziale Medien

Sharp nutzt verschiedene Social-Media-Plattformen fur Rekrutierung, Marketing und Geschaftsentwicklung. Wir
nutzen soziale Medien, um Rekrutierungsmaoglichkeiten bei Sharp zu bewerben und Produkte, Dienstleistungen und
Marken zu bewerben.

Bitte beachten Sie, dass Sharp zwar fir die Inhalte verantwortlich ist, die es Uber soziale Medien veroffentlicht,
Sharp jedoch nicht fir die Verwaltung und Verwaltung irgendwelcher Social-Media-Plattformen verantwortlich ist.
Sie sollten sich stets mit rechtlichen und Datenschutzbestimmungen dieser sozialen Medien vertraut machen und
sorgfaltig lesen. Wenn Sie Fragen dazu haben, wie die Social-Media-Plattform Ihre Daten verwendet, sollten Sie den
Anbieter der Plattform direkt kontaktieren.

In bestimmten Fallen kann Sharp aggregierte Daten von diesen Anbietern sozialer Medien erhalten, z. B. Anzahl der
"Likes" als Reaktion auf von Sharp veroffentlichte Inhalte und Beitrdge, Anzahl der Besucher, die mit unseren
Beitrdagen interagieren, oder Informationen zu angeklickten und heruntergeladenen Inhalten.

Social-Media-Plugins

SHARP
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Auf unserer Seite sind auch Social-Media-Plugins implementiert, z. B. ein spezieller Button, der es der Seite
ermoglicht, eine direkte Verbindung mit dem entsprechenden Server der Social-Media-Plattform herzustellen.
Durch diese direkte Verbindung wird der Social-Media-Anbieter (iber die entsprechende Seite auf unserer Seite
informiert, die diesen Link ausgel6st hat. Wenn Sie ein solches Teilen verhindern maochten, sollten Sie lhre
Einstellungen in lhren Social-Media-Konten Uberprifen, bevor Sie unsere Website besuchen, da Sharp keinen
Einfluss darauf hat, wie die Daten mit Social-Media-Plugins gesammelt werden.

Unsere Seite verwendet folgende Plugins und Widgets:

o Twitter

Funktionen des Twitter-Dienstes wurden in unsere Seite integriert. Wenn Sie Twitter und die "Retweet"-Funktion
nutzen, sind die von lhnen besuchten Webseiten mit lhrem Twitter-Konto verbunden und anderen Nutzern bekannt
gemacht. Wenn Sie noch nicht in Ihr Twitter-Konto eingeloggt sind, zeigt Ihnen ein Twitter-Button die Twitter-
Anmeldeseite, auf der Sie Ihre Zugangsdaten eingeben kdnnen. Dabei werden die Daten auch an Twitter libertragen.
Wir mdchten darauf hinweisen, dass wir keine Kenntnis vom Inhalt der {ibertragenen Daten haben oder wie sie von
Twitter verwendet werden. Weitere Informationen finden Sie in der Datenschutzrichtlinie von Twitter.

e YouTube

Unsere Seite verwendet Plugins von YouTube, das von Google betrieben wird. Wenn Sie eine unserer Seiten mit
einem YouTube-Plugin besuchen, ist das eine Verbindung zu den YouTube-Servern. Hier wird der YouTube-Server
dartber informiert, welche Seiten Sie besucht haben.

Wenn du in deinem YouTube-Konto eingeloggt bist, erlaubt YouTube dir, dein Surfverhalten direkt mit deinem
personlichen Profil zu verknlpfen. Du kannst das verhindern, indem du dich von deinem YouTube-Konto ausloggst.
Wenn Sie noch nicht eingeloggt sind, zeigt lhnen ein YouTube-Button die YouTube-Anmeldeseite, um lhre
Zugangsdaten einzugeben.

Weitere Informationen finden Sie in Googles Datenschutzrichtlinie.

e LinkedIn Lead Gen Formulare

Sharp verwendet LinkedIn Lead Gen Forms fiir gesponserte Inhalte von Sharp und gesponserte LinkedIn InMails flr
Rekrutierung, Geschaftsentwicklung und Marketingkampagnen. Sobald LinkedIn-Mitglieder auf die Sharp-Anzeige
klicken, sehen sie ein Formular, das vorab mit Informationen aus ihrem LinkedIn-Profil ausgefiillt ist, wie Name,
Kontaktinformationen, Firmenname, Dienstalter, Jobtitel und Standort. Sobald ein LinkedIn-Mitglied ein Lead-
Formular einreicht, wird es mit Sharp verbunden. Bitte klicken Sie hier fir die Datenschutzrichtlinie von LinkedIn.

e  Google Maps

Unsere Seite nutzt den Google Maps-Kartendienst Gber eine Anwendungsprogrammierschnittstelle (API).

Um Google Maps zu nutzen, ist es notwendig, lhre IP-Adresse zu speichern. Diese Informationen werden in der
Regel auf einen Google-Server in den Vereinigten Staaten Ubersetzt und dort gespeichert. Wir haben keinen Einfluss
auf diese Datenilibertragung. Weitere Informationen finden Sie in Googles Datenschutzrichtlinie.

5.7 Personen, die per E-Mail mit Sharp korrespondieren

Sharp nutzt eine Vielzahl von Tools, um die Sicherheit unserer IT-Infrastruktur aufrechtzuerhalten, einschlieRlich
unserer E-Mail-Einrichtungen. Beispiele fiir solche Werkzeuge sind:

- Systeme, die eingehende E-Mails an Sharp-Empfanger auf verdachtige Anhdnge und URLs scannen, um
Malware-Angriffe zu verhindern
- Tools, die Endpunkt-Bedrohungserkennung zur Erkennung bosartiger Angriffe bieten
- Tools, die bestimmte Inhalte oder Webseiten blockieren
7
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Wenn Sie per E-Mail mit einem Sharp-Empfanger korrespondieren, werden lhre E-Mails von den Tools gescannt, die

Sharp nutzt, um die Sicherheit der IT-Infrastruktur zu gewahrleisten, was dazu flihren kann, dass Inhalte von
autorisierten Sharp-Mitarbeitern gelesen werden, die nicht der vorgesehene Empfanger sind.

5.8 Bewerber

Wir verarbeiten persoénliche Daten zu Rekrutierungszwecken, um die Verwaltung unserer verfligharen
Beschéftigungsmoglichkeiten zu erleichtern und lhre Fahigkeiten, Erfahrungen und Ausbildung mit den von Sharp
angebotenen Positionen abzugleichen. Solche Daten kénnen direkt vom Kandidaten oder von anderen Dritten tber
den Kandidaten erhoben werden.

Im Allgemeinen erfassen wir die folgenden Arten von personenbezogenen Daten:

e Lebenslidufe/Lebensliufe

e Ausweisdokumente

e Akademische Leistungen

e Berufserfahrung

e Beschéftigungsinformationen und Referenzen.

Diese Informationen werden an die zustdndigen Personalverantwortlichen und am Rekrutierungsprozess
beteiligten Personen weitergegeben, um zu entscheiden, ob Sie zu einem Vorstellungsgesprach eingeladen werden.
Sharp sammelt weitere Informationen, wenn Sie zur Interview- (oder gleichwertigen) Phase und dariiber hinaus
eingeladen werden. Solche Informationen umfassen Interviewnotizen, Bewertungsergebnisse, Feedback und
Angebotsdetails.

Im Rahmen unseres Rekrutierungsprozesses konnen wir auch spezielle Kategoriedaten von Kandidaten erheben, zu
denen wir arbeitsrechtlich verpflichtet sind. Diese Informationen sind relevant fur das zuklnftige Arbeitsumfeld bei
Sharp oder die zukiinftige Bereitstellung von Arbeitsleistungen oder mit ausdriicklicher Zustimmung der Person,
sofern das Sammeln solcher Informationen gesetzlich zulassig ist.

Unsere Rekrutierungstools und Webseiten enthalten eigene Datenschutzhinweise, die erklaren, warum und wie
personenbezogene Daten von diesen Anwendungen erfasst und verarbeitet werden. Wir ermutigen Personen, die
unsere Rekrutierungstools und -websites nutzen, sich auf die Datenschutzhinweise zu beziehen, die auf diesen Tools
und Websites verfligbar sind.

5.9 Lieferanten

Wir verarbeiten personenbezogene Daten (iber unsere Lieferanten (einschlieBlich Subunternehmer und mit
unseren Lieferanten verbundene Personen), um unsere Beziehung und unseren Vertrag zu verwalten und
Dienstleistungen von unseren Lieferanten zu erhalten.

Die personenbezogenen Daten, die wir verarbeiten, beschranken sich in der Regel auf Kontaktinformationen (Name,
Name des Arbeitgebers, Telefon, E-Mail- und andere Kontaktdaten) und finanzielle Informationen, einschlieRlich
zahlungsbezogener Informationen.

5.10 Besucher der Sharp-Biros

Wenn Sie ein Sharp-Biiro besuchen, verarbeiten wir lhre persénlichen Daten, um Ihnen bestimmte Einrichtungen
bereitzustellen (wie Zugang zu unseren Geb&duden und Konferenzrdumen oder WLAN), den Zugang zu unseren
Gebauden zu kontrollieren und unsere Biros, das Personal, unsere Waren und vertraulichen Informationen zu
schiitzen (zum Beispiel durch die Nutzung von CCTV).

Die personenbezogenen Daten, die wir erheben, beschranken sich in der Regel auf lhren Namen, lhre
Kontaktinformationen, Ihren Standort und die Zeit, zu der Sie unser Biiro betreten und verlassen.
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e Besucheraufzeichnungen und Zugangsausweise

Wir verlangen von Besuchern in unseren Biros, sich an der Rezeption anzumelden, und wir fiihren diese
Besucherliste fiir einen kurzen Zeitraum. Besucher unserer Biiros erhalten einen temporaren Zugangsausweis, um
Zugang zu unseren Biiros zu erhalten. Unsere Besucheraufzeichnungen werden genutzt, um zu Uberprifen, ob
Zugangsausweise zurlickgegeben werden, um Sicherheitsvorfalle zu untersuchen und fir Notfille (zum Beispiel,
wenn ein Bliro evakuiert werden muss).

e  WLAN

Wir Uberwachen und protokollieren den Verkehr in unseren WLAN-Netzwerken. Dadurch kénnen wir begrenzte
Informationen Uber das Netzwerkverhalten eines Nutzers sehen, kdnnen aber auch zumindest die Quell- und
Zieladressen sehen, von denen der Nutzer sich verbindet.

e C(CCTV

Sharp nutzt CCTV-Uberwachung, wo gesetzlich erlaubt. CCTV-Bilder werden sicher gespeichert und nur auf Need-
to-know-Basis zuganglich (zum Beispiel zur Untersuchung eines Vorfalls).

6 Zwecke und rechtliche Griinde fiir die Verarbeitung

Wir beschrdanken die Sammlung personenbezogener Daten auf das, was absolut notwendig ist, um unsere
rechtlichen oder geschéftlichen Verpflichtungen nachzukommen. In einigen Féllen kann die Bereitstellung
personenbezogener Daten jedoch teilweise gesetzlich vorgeschrieben sein (z. B. Steuervorschriften), im Rahmen
von Vertragsverhandlungen oder als Teil der Erbringung einer Dienstleistung erforderlich sein.

Im Folgenden beschreiben wir:

e Die Zwecke, zu denen wir lhre personlichen Daten sammeln und;
e die rechtliche Grundlage, die es uns erlaubt, Ihre personenbezogenen Daten zu verarbeiten

Besucher in
sharp.eu

Um unsere Seite zu verwalten und
zu verwalten, einschlieRlich der
Bestatigung und Authentifizierung
lhrer Identitdt sowie zur
Verhinderung unbefugten Zugriffs
auf gesperrte Bereiche unserer Seite
Um lhr Surferlebnis zu
personalisieren und zu bereichern,
indem Sie Inhalte anzeigen, die fur
Sie relevanter und interessanter
sind

Um die Daten der Besucher unserer

Rechtliche Griinde fiir die Bearbeitung

Unser berechtigtes Interesse
liegt an der effektiven
Bereitstellung von
Informationen und
Dienstleistungen an Sie sowie
an der effektiven und
rechtmaRigen Fihrung unserer
Unternehmen

Unser legitimes Interesse an
der Entwicklung und
Verbesserung unserer Seite
sowie an lhrer

Seite zu analysieren Benutzererfahrung
e Um das Unternehmen, die Ausdriickliche Zustimmung des
Organisation, die Institution oder Besuchers

die Agentur zu bestimmen, fir die
Sie arbeiten oder mit der Sie
anderweitig verbunden sind

SHARP



2.

3.

OFFENTLICH

Website-Datenschutzrichtlinie (EU-Organisationen)

DPP 003
V3.0

Kunden

Kontakte in
unseren CRM-
Systemen

Unser Geschéaft und unsere
Dienstleistungen
weiterzuentwickeln

lhnen Marketingkommunikationen
bereitzustellen

Durchfiihrung von Benchmarking
und Datenanalysen (zum Beispiel
zur Nutzung unserer Seite und
demografische Analysen der
Besucher unserer Seite)

Um zu verstehen, wie Besucher die
Funktionen und Funktionen unserer
Seite nutzen

Uberwachung und Durchsetzung
der Einhaltung der geltenden
Nutzungsbedingungen
Durchfiihrung von Qualitats- und
Risikomanagement-Bewertungen
Jeder andere Zweck, zu dem Sie
Informationen an Sharp
weitergegeben haben

Ihnen Dienstleistungen anzubieten
Unsere Beziehung zu verwalten und
vertragliche Beziehungen
aufrechtzuerhalten

Fir Buchhaltungs- und
Steuerzwecke

Flir Marketing und
Geschaftsentwicklung

Um unseren gesetzlichen und
regulatorischen Verpflichtungen
nachzukommen

Um gesetzliche Rechte zu
etablieren, auszutiben oder zu
verteidigen

Zu historischen und statistischen
Zwecken

Ihnen Informationen Uber unsere
Produkte und Dienstleistungen
bereitzustellen

Flir Marketing und
Geschaftsentwicklung

Unsere Beziehung zu verwalten und
vertragliche Beziehungen
aufrechtzuerhalten

10

Vertragserfiillung

Unser berechtigtes Interesse
liegt an der effektiven
Bereitstellung von
Informationen und
Dienstleistungen an Sie sowie
an der effektiven und
rechtmaRigen Fihrung unserer
Unternehmen

Unser berechtigtes Interesse
daran, einen Vertrag zwischen
Ihnen und Sharp zu erfillen

Ausdriickliche Zustimmung des
Geschaftskontakts

Unser berechtigtes Interesse
liegt darin, die Beziehung zu
unseren Geschaftskontakten zu
verwalten und Informationen
Uber Sharp, unsere
Dienstleistungen und
Veranstaltungen
bereitzustellen, die wir
organisieren
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Teilnehmer an
Sharp-Events

Personen, die
unsere
Plattformen und
Anwendungen
nutzen

Personen, die
unsere Social-
Media-Seiten,
Social-Media-
Plugins und -
Tools besuchen

lhnen Informationen tber unsere °
Produkte und Dienstleistungen
bereitzustellen °

Fiir Marketing und
Geschaftsentwicklung

Um die Teilnahme an der
Veranstaltung und deren
Moderation zu organisieren

Unsere Beziehung zu verwalten und °
vertragliche Beziehungen
aufrechtzuerhalten

Um den Zugang zu unseren

Plattformen und Anwendungen zu
erleichtern

Ihnen Informationen Uber unsere °
Produkte und Dienstleistungen
bereitzustellen

Fiir Marketing und °
Geschaftsentwicklung

Fiir die Rekrutierung und zur

Forderung der Marke Sharp °

11

Ausdriickliche Zustimmung des
Teilnehmers

Unser legitimes Interesse an
der Organisation von
Veranstaltungen und der
Verwaltung des
Registrierungsprozesses fur
solche Veranstaltungen.

Unser legitimes Interesse ist,
unsere Mitarbeiter,
Vermogenswerte und
Informationen zu schiitzen und
zu verhindern, dass unbefugte
Personen Zugang zu externen
Sharp-Veranstaltungen
erhalten.

Unser berechtigtes Interesse
daran, Informationen Uber
Sharp, unsere Dienstleistungen
und Veranstaltungen
bereitzustellen, die wir
organisieren

Unser berechtigtes Interesse
liegt an der effektiven
Bereitstellung von
Informationen und
Dienstleistungen an Sie sowie
an der effektiven und
rechtmaRigen Fihrung unserer
Unternehmen

Unser berechtigtes Interesse
daran, einen Vertrag zwischen
Ihnen und Sharp zu erfiillen
Ausdriickliche Zustimmung des
Endnutzers der
Plattform/Anwendung

Unser legitimes Interesse ist
die Forderung der Sharp-
Dienstleistungen und Marke
Unser legitimes Interesse
daran, Talente anzuziehen, zu
identifizieren und zu gewinnen
Unser berechtigtes Interesse
ist, Ihr Website-Erlebnis zu
verbessern und unsere
Dienstleistungen zu optimieren

SHARP
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Personen, die
per E-Mail mit
Sharp
korrespondieren

Bewerber

Lieferanten

Um lhnen eine Lésung fir Ihre .
Anfrage oder Anfrage zu geben.
Zu Informationssicherheitszwecken

Zu Rekrutierungs- und .
Talentsuchzwecken
Die Auswahl und Onboarding von .

Bewerbern zu erleichtern

Um unseren gesetzlichen und
regulatorischen Verpflichtungen .
nachzukommen

Um gesetzliche Rechte zu

etablieren, auszutiben oder zu

verteidigen

Verwalten Sie Ihr Konto wahrend

des gesamten Antragsprozesses, .
einschlieBlich der Durchfiihrung

etwaiger

Hintergrundiberpriifungen, sofern
zutreffend

Zu statistischen Zwecken

Fir die Verwaltung unserer .
Beziehung und unseres Vertrags, .
einschlieRlich Zahlungsabwicklung

und Schuldeneintreibung,

Um unseren gesetzlichen und .
regulatorischen Verpflichtungen
nachzukommen

Um gesetzliche Rechte zu

etablieren, auszutiben oder zu

verteidigen

12

Unser legitimes Interesse ist,
unsere IT-Infrastruktur vor
unbefugtem Zugriff oder
Datenlecks zu schiitzen
Unser legitimes Interesse an
der Analyse des E-Mail-
Verkehrs

Ausdrickliche Zustimmung des
Kandidaten

Unser legitimes Interesse
daran, Talente anzuziehen, zu
identifizieren und zu gewinnen
Unser berechtigtes Interesse
ist, Bewerbungen fiir
Positionen bei Sharp zu
bearbeiten und zu verwalten,
einschlieRlich der Auswahl und
Auswahl von Kandidaten
Unser legitimes Interesse ist,
Kandidaten einzustellen und
einzuarbeiten, indem wir
erfolgreichen Kandidaten ein
Angebot machen und
Vorbeschéaftigungsprifungen
durchfihren

Unser berechtigtes Interesse
ist, unsere Karrierewebsites zu
verwalten (einschlieRlich
statistischer Analysen)
Einhaltung einer gesetzlichen
oder regulatorischen
Verpflichtung (bei der
Durchfiihrung von
Hintergrundiiberprifungen,
um zu bestatigen, dass ein
Kandidat arbeitsfahig ist)

Vertragserfiillung
Einhaltung einer gesetzlichen
oder regulatorischen
Verpflichtung

Unser berechtigtes Interesse
liegt darin, Zahlungen,
Gebiihren und Gebihren zu
verwalten sowie Gelder
einzutreiben und
zuriickzufordern, die Sharp
schulden.
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10.  Besucher der
Sharp-Biiros

Zur Verwaltung des
Besucherzugangs zu den Sharp-
Raumlichkeiten

Zum Schutz und Schutz unserer
Raumlichkeiten, Mitarbeiter und
Informationen

Um unseren gesetzlichen und
regulatorischen Verpflichtungen
nachzukommen

Um gesetzliche Rechte zu

Unser berechtigtes Interesse
ist, zu verhindern, dass Sharp
versehentlich mit den Erlésen
krimineller Aktivitaiten umgeht
oder andere rechtswidrige
oder betriigerische Aktivitdaten
unterstutzt

Unser legitimes Interesse ist,
unsere Biros, unser Personal,
unsere Guter und vertrauliche
Informationen zu schiitzen
Unser legitimes Interesse
daran, Verbrechen zu
verhindern und aufzudecken
sowie rechtliche Anspriiche zu
erheben, auszuiiben und zu
verteidigen

etablieren, auszutiben oder zu
verteidigen

7 Wie wir lhre personlichen Daten teilen

Wir teilen lhre personlichen Daten mit Folgendem:

Unser Personal: Ihre persdnlichen Daten werden von unserem Personal abgerufen, jedoch nur, wenn dies
flir ihre Tatigkeit notwendig ist.

Unternehmen aus derselben Unternehmensgruppe wie wir: Um lhnen eine Dienstleistung anzubieten.
Partner und Handler: Zum Zweck der Beantwortung von Anfragen zu Produkten und Dienstleistungen, die
nicht direkt von Sharp bereitgestellt werden.

Externe Dienstleister: Sharp nutzt externe Dienstleister, um beispielsweise bei Informationstechnologie
und anderen administrativen Unterstitzungsleistungen zu helfen. Unsere Dienstleister sind vertraglich
verpflichtet, angemessene Sicherheits- und Datenschutzniveaus zu gewahrleisten

Strafverfolgungs- und Regulierungsbehorden: Wenn wir verpflichtet sind, Ihre personlichen Daten
offenzulegen oder weiterzugeben, um einer gesetzlichen Verpflichtung oder regulatorischen Vorgaben
nachzukommen

8 Wechsel von Unternehmensbesitz und -kontrolle

Wir kénnen alle in dieser Datenschutzrichtlinie beschriebenen Informationen an Dritte ibertragen, verkaufen oder

abweisen, als Folge eines Verkaufs, einer Fusion, einer Konsolidierung, einem Kontrollwechsel, einer Ubertragung

von Vermégenswerten oder einer Reorganisation unseres Geschifts. Wenn wir an einer Fusion, Ubernahme oder

einem Verkauf von Vermoégenswerten beteiligt sind, verarbeiten wir lhre Daten stets im Einklang mit Ihren Rechten

und Freiheiten und unterliegen Vertraulichkeitsvereinbarungen zwischen den Parteien.

13
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9 Ubertragungen personenbezogener Daten

Sharp-Unternehmen sind an verschiedenen Orten weltweit tatig. Einige Teile unserer internen Infrastruktur sind
zentralisiert, was auch die Bereitstellung von Informationstechnologie-Dienstleistungen umfasst. Wir kdnnen auch
personenbezogene Daten an Dritte (und deren Partner) weitergeben, die die oben genannten Zusatzleistungen fiir
Sharp erbringen.

Daher werden lhre personenbezogenen Daten manchmal auBerhalb der Gerichtsbarkeit Ubertragen, in der sie
gesammelt und gespeichert wurden. Dazu gehoren Lander auBerhalb des Européaischen Wirtschaftsraums (EWR)
und das Vereinigte Kénigreich (UK). Wo eine solche Ubertragung erforderlich ist, ergreifen wir angemessene
Sicherheits- und RechtsmaBnahmen, um die Sicherheit und den Schutz personenbezogener Daten zu gewahrleisten.
Sharp hat entsprechende Vereinbarungen tber den inneren Datentransfer eingefiihrt, die eine rechtlich bindende
und durchsetzbare Verpflichtung zum Schutz aller personenbezogenen Daten innerhalb der Unternehmensgruppe
von Sharp vorsehen. Wenn personenbezogene Daten an einen Drittanbieter Ubertragen werden, stellen wir zudem
sicher, dass rechtlich bindende vertragliche SchutzmaBnahmen im Einklang mit der DSGVO und allen anderen
geltenden Datenschutzgesetzen bestehen.

10lhre Rechte

Sie haben folgende Rechte in Bezug auf |hre persénlichen Daten:

e Um auf die personlichen Daten zuzugreifen, die Sharp tber Sie halt

e Zum Beispiel Ihre personlichen Daten korrigieren zu lassen, falls diese unvollstéandig oder falsch
sind

e Jederzeit vom Empfang von Marketingmitteilungen abzumelden

e Einschrankung oder Einspruch gegen die Verarbeitung personenbezogener Daten oder zur
Beantragung der Ldschung personenbezogener Daten (unter bestimmten Umstdnden und
vorbehaltlich des geltenden Rechts)

e Um eine Kopie der personenbezogenen Daten zu erhalten, die Sie Sharp zur Verfiigung gestellt
haben, in einem strukturierten, haufig verwendeten und maschinenlesbaren Format (bekannt als
"Datenportabilitat"), vorbehaltlich der geltenden Gesetze

e Wenn Sie personenbezogene Daten freiwillig bereitgestellt oder anderweitig der Nutzung
zugestimmt haben, das Recht, Ihre Zustimmung zurickzuziehen

e Das Recht, sich bei einer Datenschutzbehorde zu beschweren

Um lhre Rechte auf eines der oben genannten Punkte auszuiiben oder eine Beschwerde wegen eines angeblichen
VerstolRes gegen das Datenschutzgesetz einzureichen, kontaktieren Sie uns bitte tiber DPOEurope.SEE@sharp.eu.

11Sicherheit

Sharp hat geeignete organisatorische und technische Kontrollen eingefiihrt, um die Vertraulichkeit und Sicherheit
der im Rahmen seiner Geschaftstatigkeit erhaltenen Informationen zu schiitzen. Der Zugang zu solchen
Informationen ist eingeschrankt, und es gibt Richtlinien und Verfahren, die darauf abzielen, die Informationen vor
Verlust, Missbrauch und unsachgemaler Offenlegung zu schiitzen.

14
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12Speicherung

Unsere Richtlinie besagt, personenbezogene Daten nur so lange aufzubewahren, wie sie fir die in Abschnitt 5
dieser Datenschutzrichtlinie beschriebenen Zwecke "Zwecke und rechtliche Griinde fiir die Verarbeitung"
bendtigt werden.Beachten Sie, dass die Aufbewahrungsfristen je nach Rechtsordnung variieren und gemald
den lokalen regulatorischen und beruflichen Verbleibsanforderungen festgelegt werden.

13 Aktualisierungen dieser Richtlinie

Wir kdnnen diese Datenschutzrichtlinie von Zeit zu Zeit aktualisieren, um Anderungen in der Art und Weise der
Verarbeitung personenbezogener Daten widerzuspiegeln (z. B. wenn wir neue Systeme oder Prozesse
implementieren, die die Nutzung personenbezogener Daten betreffen) oder um die in dieser Mitteilung
bereitgestellten Informationen zu kldren. Unsere Anderungen entsprechen den geltenden Datenschutzgesetzen.

Wir empfehlen Ihnen, von Zeit zu Zeit nach Aktualisierungen dieser Mitteilung zu suchen, aber wir werden Sie auch
direkt (iber Anderungen an dieser Mitteilung oder die Art und Weise informieren, wie wir lhre personenbezogenen
Daten verwenden, wenn wir rechtlich dazu verpflichtet sind.

15
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14 Dokumentenkontrolle

14.1 Anderungsgeschichte

Ausgabedatum Version Nr. Grund fir die Veranderung
Maria Watson April 2021 1.0 N/A (Erste Version)
Maria Watson Juli 2022 2.0 Uberpriifte und aktualisierte die

Kontaktdaten von SEG; Die Police
wurde erneut herausgegeben

Maria Watson Januar 2026 3.0 Anderung der Kontrolldetails und
Einbeziehung der KI-Nutzung; Kleinere
weitere Bearbeitungen

14.2 Verantwortungsmatrix

Name ‘ Verantwortung

Europaischer Leiter fir Uberpriifung von Vollstindigkeit, Genauigkeit und Eignung fiir den Zweck;
Datenschutz (EHDP) Uberpriifen und dndern Sie bei Bedarf und verwalten Sie die Kontrollversion
DP-Leads Verantwortlich  fiir ~ die Einhaltung und  Uberwachung lokaler

Datenschutzrichtlinien

SIEHE Marketing Verantwortlich  fir die  Verbreitung der Richtlinie an lokale
Marketingkontakte/Personen, die fur den Inhalt der Lander-Website
verantwortlich sind,

Lokale Marketingleiter Verantwortlich fiir das Hochladen der korrekten Landerversion der Richtlinie
basierend auf der européischen Politikvorlage

14.3 Verbreitungsliste

Datenschutz-Leads In Abschnitt 2 oben aufgefiihrt
Lokale Marketingleiter In Abschnitt 2 oben aufgefiihrt
SIEHE Marketing In Abschnitt 2 oben aufgefiihrt

14.4 Bewertungsdatum

Rezensionsfrequenz Nichstes Uberpriifungsdatum
Alle zwei Jahre Januar 2028
16
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